Literature Survey

**Team ID** : **PNT2022TMID22731**

**Project Name: Web phishing Detection**

**College Name : Velalar college of engineering and technology**

**Department : Computer Science And Engineering**

**Team Leader : Soniya D**

**Team Member : Riya k mathew**

**Team Member : Nivedha E**

**TeamMember : Srivarshan**

# Phishing Websites Features

![](data:image/png;base64,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) Rami M.M ohammad Fadi Thabtah Lee McCluskey

School of Computing and E-Business Department School of Computing

Engineering Canadian University of and Engineering

University of Huddersfield Dubai University of

Huddersfield, UK. b Huddersfield

Huddersfield, UK.

**1.Phishing Websites Features:**

One of the challenges faced by our research was the unavailability of reliable training datasets. In fact, this challenge faces any researcher in the field. However, although plenty of articles about predicting phishing websites using data mining techniques have been disseminated these days, no reliable training dataset has been published publically, maybe because there is no agreement in literature on the definitive features that characterize phishing websites, hence it is difficult to shape a dataset that covers all possible features.

In this article, we shed light on the important features that have proved to be sound and effective in predicting phishing websites. In addition, we proposed some new features, experimentally assigned new rules to some well-known features and updated some other features.

**2.Address Bar based Features:**

## Using the IP Address

If an IP address is used as an alternative of the domain name in the URL, such as “http://125.98.3.123/fake.html”, users can be sure that someone is trying to steal their personal information. Sometimes, the IP address is even transformed into hexadecimal code as shown in the following link

“http://0x58.0xCC.0xCA.0x62/2/paypal.ca/index.html”.

# *Rule*: IF{ Url ip Address>>>phishing otherwise>>>legitimate

**Long URL to Hide the Suspicious Part:**

Phishers can use long URL to hide the doubtful part in the address bar. For example: [http://federmacedoadv.com.br/3f/aze/ab51e2e319e51502f416dbe46b773a5e/?cmd=\_home&amp;dispatch =11004d58f5b74f8dc1e7c2e8dd4105e811004d58f5b74f8dc1e7c2e8dd4105e8](http://federmacedoadv.com.br/3f/aze/ab51e2e319e51502f416dbe46b773a5e/?cmd=_home&amp;dispatch=11004d58f5b74f8dc1e7c2e8dd4105e811004d58f5b74f8dc1e7c2e8dd4105e8)@phishing.website.html

To ensure accuracy of our study, we calculated the length of URLs in the dataset and produced an average URL length. The results showed that if the length of the URL is greater than or equal 54 characters then the URL classified as phishing. By reviewing our dataset we were able to find 1220 URLs lengths equals to 54 or more which constitute 48.8% of the total dataset size.

## Redirecting using “//”

The existence of “//” within the URL path means that the user will be redirected to another website. An example of such URL’s is:

“http://www.legitimate.com//http://www.phishing.com”. We examine the location where the “//” appears. We find that if the URL starts with “HTTP”, that means the “//” should appear in the sixth position. However, if the URL employs “HTTPS” then the “//” should appear in seventh position.

Rule: IF

## Adding Prefix or Suffix Separated by (-) to the Domain

The dash symbol is rarely used in legitimate URLs. Phishers tend to add prefixes or suffixes separated by (-) to the domain name so that users feel that they are dealing with a legitimate webpage. For example http://www.Confirme-paypal.com

## Sub Domain and Multi Sub Domains

Let us assume we have the following link: http://www.hud.ac.uk/students/. A domain name might include the country-code top-level domains (ccTLD), which in our example is “uk”. The “ac” part is shorthand for “academic”, the combined “ac.uk” is called a second-level domain (SLD) and “had” is the actual name of the domain. To produce a rule for extracting this feature, we firstly have to omit the (www.) from the URL which is in fact a sub domain in itself. Then, we have to remove the (ccTLD) if it exists. Finally, we count the remaining dots. If the number of dots is greater than one, then the URL is classified as “Suspicious” since it has one sub domain. However, if the dots are greater than two, it is classified as “Phishing” since it will have multiple sub domains. Otherwise, if the URL has no sub domains, we will assign “Legitimate” to the feature.

## HTTPS (Hyper Text Transfer Protocol with Secure Sockets Layer)

The existence of HTTPS is very important in giving the impression of website legitimacy, but this is clearly not enough. The authors in (Mohammad, Thabtah and McCluskey 2012)(Mohammad, Thabtah and McCluskey 2013) suggest checking the certificate assigned with HTTPS including the extent of the trust certificate issuer, and the certificate age. Certificate Authorities that are consistently listed among the top trustworthy names include: “GeoTrust, [GoDaddy,](http://www.godaddy.com/gdshop/ssl/ssl.asp?isc=BESTSSL1) Network Solutions, Thawte, Comodo, Doster and VeriSign”. Furthermore, by testing out our datasets, we find that the minimum age of a reputable certificate is two years.

**Domain Registration Length**

Based on the fact that a phishing website lives for a short period of time, we believe that trustworthy domains are regularly paid for several years in advance. In our dataset, we find that the longest fraudulent domains have been used for one year only.

### Table 1 Common ports to be checked

|  |  |  |  |
| --- | --- | --- | --- |
| PORT | Service | Meaning | Preferred Status |
| 21 | FTP | Transfer files from one host to another | Close |
| 22 | SSH | Secure File Transfer Protocol | Close |
| 23 | Telnet | provide bidirectional interactive text-oriented communication | Close |
| 80 | HTTP | Hyper test transfer protocol | Open |
| 443 | HTTPS | Hypertext transfer protocol secured | Open |
| 445 | SMB | Providing shared access to files, printers, serial ports | Close |
| 1433 | MSSQL | Store and retrieve data as requested by other software applications | Close |
| 1521 | ORACLE | Access oracle database from web. | Close |
| 3306 | MySQL | Access MySQL database from web. | Close |
| 3389 | Remote Desktop | allow remote access and remote collaboration | Close |

### Abstract

The detection of phishing attacks. Phishing attacks target vulnerabilities that exist in systems due to the human factor. Many cyber attacks are spread via mechanisms that exploit weaknesses found in end-users, which makes users the weakest element in the security chain. The phishing problem is broad and no single silver-bullet solution exists to mitigate all the vulnerabilities effectively, thus multiple techniques are often implemented to mitigate specific attacks.

This paper surveys the features used for detection and detection techniques using machine learning. Phishing becomes a main area of concern for security researchers because it is not difficult to create the fake website which looks so close to legitimate website. Experts can identify fake websites but not all the users can identify the fake website and such users become the victim of phishing attack.

The Main aim of the attacker is to steal banks account credentials. Phishing attacks are becoming successful because of lack of user awareness. Since phishing attack exploits the weaknesses found in users, it is very difficult to mitigate them but it is very important to enhance phishing detection techniques.

Phishing maybe a style of broad extortion that happens once a pernicious web site acts sort of a real one memory that the last word objective to accumulate unstable info, as an example, passwords, account focal points, or MasterCard numbers. all the same, the means that there square measure some of contrary to phishing programming

**ALGORITHMS USED :**

Two algorithms have been implemented to check whether a URL is legitimate or fraudulent.

Random forest algorithm creates the forest with number of decision trees. A High number of trees gives high detection accuracy. Creation of trees is based on the bootstrap method. In the bootstrap method, features and samples of dataset are randomly selected with replacement to construct a single tree.

Decision tree begins its work by choosing the best splitters from the available attributes for classification which is considered as a root of the tree. The algorithm continues to build tree until it finds the leaf node. Decision tree creates training model which is used to predict target value or class in tree representation each internal node of the tree belongs to attribute and each leaf node of the tree belongs to class label.

**The accuracy of the model :**

Research demonstrates that current phishing detection technologies have an accuracy rate **between 70% and 92.52%**. The experimental results prove that the accuracy rate of our proposed model can yield up to 95%, which is higher than the current technologies for phishing website detection.

**Phishing Website Detection Using Machine Learning**

**Algorithms:**

**PROPOSED WORK:**

URLs extracting and analyze Various links by checking with Back listing with the help of Machine Learning to increase accuracy.

**TOOLS USED/ ALGORITHM:**

* Decision Tree Algorithm
* Random Forest Algorithm
* Support Vector Machine Algorithm

**TECHNOLOGY:**

* Machine Learning

**ADVANTAGES/ DISADVANTAGES:**

The disadvantage is that the Characteristics are not guaranteed to always exist in

such attacks and the false positive rate in detection is very high.

Advantage is 97.14% detection accuracy using random forest algorithm with lowest false positive rate**.**

**Detecting phishing websites using machine** **learning technique:**

**PROPOSED WORK:**

URL-based anti-phishing machine learning and method URL Net, a CNN-based deep-neural URL detection network.

**TOOLS USED/ALGORITHM:**

•Support Vector Machine

•K-NN

•Random forest classification

•Artificial Neural Network

**TECHNOLOGY:**

•Machine Learning

**ADVANTAGES/ DISADVANTAGES:**

Advantages-Reduces over fitting in decision trees and helps to improve the accuracy.

Disadvantages-Requires a computational power as well as resources as it builds numerous trees to combine their outputs.

**Phishing Website detection using machine learning and deep learning techniques:**

**PROPOSED WORK:**

It discusses the machine learning and deep learning algorithms and apply all these algorithms on our dataset and the best algorithm having the best precision and accuracy is selected for the phishing website detection.

**TOOLS USED/ALGORITHM:**

•Regression Techniques

•K nearest neighbor

•Decision Tree

•Random Forest

•XG Boost

•AdaBoost.

**TECHNOLOGY:**

•Machine Learning , Deep Learning

**ADVANTAGES/ DISADVANTAGES:**

Advantage is to eliminate the cyber threat risk level. Increase user alertness to phishing risks.

Disadvantage is Negative effects on a business, including of money, loss of intellectual property

**Phishing Website Detection Based on URL:** **PROPOSED WORK:**

To preserve the confidentiality. develop a user-friendly environment and to prevent or mitigate harm or destruction of computer networks,applications, devices, and data.

**TOOLS USED/ALGORITHM:**

•Learning Model Algorithm

•Naive BayesAlgorithm

•Decision tree,

•Support Vector Machine

•Artificial Neural Network

•Sequential Minimal Optimization

**TECHNOLOGY:**

•Machine Learning

**ADVANTAGES/ DISADVANTAGES:**

Advantages–Provide clear idea about the effective level of each classifier on phishing email detection.

Disadvantages-Non standard classifier

**Phishing Website Detection Based on Deep Convolution**

**Neural Network and Random Forest Ensemble Learning:**

**PROPOSED WORK:**

It proposes an integrated phishing website detection

method based on convolution neural networks (CNN) and random forest (RF)

**TOOLS USED/ALGORITHM:**

•Linear Regression

•K nearest neighbor

•Support Vector Machine

•Random Forest

•XG Boost

•Naïve Bayes

•RNN Model

•CNN Model

**TECHNOLOGY:**

•Machine Learning , Deep Learning

**ADVANTAGES/ DISADVANTAGES:**

The disadvantage is that the model cannot determine whether the URL is active or not, so it is necessary to test whether the URL is active or not before detection.

Advantage is that the third-party service is independent.